
 

 

Protecting Yourself Against Recruiting Scams  
Fraudulent Job Board Postings 

To hire the best talent in health care, CareSource uses a variety of online job 
posting sites. Recently, fraudulent postings on job sites have been falsely using 
the name and email aliases of some of our CareSource executives and HR 
leaders. These fraudulent postings and profiles often include a fake domain for 
email correspondence, such as @caresource[.]careers, and interviews through a 
free application called RingCentral. 

Please disregard these postings and alerts. 

Here are tips to keep you and your personal information safe:  

• Job Listings: All CareSource job openings that appear on job boards (i.e., 
LinkedIn, Glassdoor or Indeed) are also listed on careers.caresource.com. If you 
see a CareSource position posted on a job board, but not on our website, it is not 
a legitimate position.  
 

• Email Address: CareSource employees use emails with the domain 
@caresource.com. If you receive an email from someone claiming to be a 
CareSource employee, please ensure they are using that domain.  
 

• Job Offers: To be offered a position at CareSource, our candidates go through 
multiple rounds of interviews. If you are offered a position without going through a 
rigorous process, please know that the job offer is illegitimate.  
 

• Bank Information and Purchasing Equipment: CareSource will never ask you 
to purchase equipment or share banking information during the application or 
hiring process.  
 

We invite you visit careers.caresource.com to learn about opportunities, search for open 
jobs and apply online. 


